
Analog Way statement on the Log4j vulnerability

Earlier this month, a security vulnerability in the Java-based log4j logging framework, also known as log4shell, 
was reported and is being actively exploited by attackers, affecting many companies around the world.
 
Security is of utmost importance at Analog Way. As such, we have been reviewing all of our products and 
software to ensure that we have no exposure to this vulnerability.
 
As a result of this comprehensive investigation, we can confirm that none of the Analog Way portfolio of 
solutions are at any risk from this vulnerability.
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About Analog Way

Analog Way is a world-leading designer and manufacturer of innovative equipment dedicated to the professional 
audiovisual industry. The company’s portfolio includes a wide range of award-winning multi-screen presentation 
systems, media servers, event controllers and multi-format converters, designed to deliver uncompromising video 
presentation experiences to high-end staging and premium system integration. For 30 years, Analog Way has provided 
advanced processing technologies, which accommodate a large range of applications, from massive video wall 
installations to large corporate events worldwide. www.analogway.com
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